VACANCY

Republic Bank (Suriname) N.V. has a tradition of excellence in Customer Satisfaction, Employee Engagement
and Social Responsibility. With this goal in mind, our Premises & Operational Risk Department is looking for
an enthusiastic, driven and goal oriented

IT SECURITY OFFICER

Objectlve
Assesses and monitors the Bank’s risk and control environment to ensure that exposures are kept at acceptable
levels and assist as necessary on risk mitigation plans regarding the IT system.
Monitor and assess the usage and rights of all IT related systems and report any breaches.
« Monitor end user administration functions relating to all core banking and support systems.
Ensure that end users have access as per specified guidelines, policies and procedures.
Provide support to the OR department.

Key responsibilities:

- Ensure access levels granted are appropriately authorized, comply with the UA policies and procedures
Provide consistent superior customer service to end users.
Provide guidance to Management and users on all user access queries or concerns relating to user profiles on
any of the Bank’s applications.
Maintaining adequate audit trails of UA activity providing assurance to the integrity of the Bank’s data.
Monitor and Report.
Ensuring that users are valid, have the appropriate rights / access and are active.
Ensuring conformity to Bank and Group standards (as applicable) and to provide departmental support
Monitor and report to IT any issues arising out of the system and technical user access issues and thereby
reducing delays to internal and external customers
Identify and analyze physical, electronic and procedural security threats or concerns & report to IT

- Assist in investigations resulting from security breach, fraud or accident relating to the Bank by retrieving data
from the security systems.
Reducing or controlling any current or prospective risk to earnings or capital arising from non-conformance or
ineffective regulations, policies or ethical standards.

General Qualifications/ Experience:

Bachelor's degree in Computer Science
*+ CISSP or similar certification.
+ 2yearsinIT and IT Security Management.
- At least 3 years in a supervisory position in a banking/financial institution.
Intermediate knowledge of IT systems.
Working knowledge of Bank’s core system, policies, procedures and operations
- Ability to identify IT Risk factors as it relates to the job functions.

Critical Skills
+ Strong interpersonal skills

+ Excellent written and verbal communication skills in Dutch and English language

. Strong computer skills in Microsoft Office (particularly in Excel, Word and Power Point), with an ability to
easily

- Ability to work independently and with minimal supervision.

* Good analytical skills

-+ Ability to plan, organize and manage time to meet set deadlines.

Applications must be scanned along with a copy of your resume and submitted via e-mail to:
RBSR-HRS@republicbanksr.com by May 4, 2025
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We’re the One for you!




